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CSP SIG Notes 

Friday, June 13, 2014 
11:00am - 1:00pm 

 
CSP SIG Attendees: 

FedRAMP Attendees 
● Maria Roat, FedRAMP 
● Matt Goodrich, FedRAMP 
● Kurt Garbars, GSA 
● , DHS 
●  DOD 

 

Themes of Discussion 
 
Overall Risk Acceptance and Audit Framework 

CSP SIG has a different mindset about the overall authorization process and why independent auditors 
are used. The CSP SIG uses independent auditors to validate that their internal security processes are 
working - and view them in that light. The Federal government views the security auditors as doing the 
same thing, but then providing a written report for the Federal government to then make a risk based 
decision to use those services or not. Additionally, those auditors are used to demonstrate compliance 
with Federal standards from a Federal perspective, not just what the CSP’s policies are. CSPs view 
these additional audits as burdensome because they view it as repeating what they already do. 
However, the Federal government views them as essential in determing the risk of a system. The view 
of continued oversight being burdensome is somewhat unique to the members of the CSP SIG because 

(b) (6)

(b) (6)

(b) (6)
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they have security built in to their overall product development - which makes them distinctly 
different than many other cloud providers. The FedRAMP PMO has seen that most vendors need to 
have continued oversight as the audit is a point in time, but not reflective of performance over length 
of time. Most providers the PMO has worked with require continued oversight and enforcement, 
whereas the members of the CSP SIG see the continued performance critical to their overall business. 

 
Flexibility in the Requirements 

CSP SIG noted that there needs to be more flexbility in the requirements for unique implementations 
or doing things alternatively. Discussion was made that security has to have requirements - it’s not an 
objective - but clearly defined requirements that they must meet. If they cannot meet them as stated, 
they need to propose alternatives to meeting the intent of the stated requirement. Analogy of an RFQ 
vs SOO was used as an example. FedRAMP has to do requirements based on the government 
framework of FISMA and audits by IG and GAO. 

 

Specifics Points from the Paper 
 
Improving Program Governance 

Desire to have a predictable cadence of reviews and input to the program. ISO 27001 was cited as 
predictable but too slow moving. The spirit of openness was there, but many times when managing 
across government stakeholders vendors feel like they are left in the dark.  
Outcome: come up with public review cycles with advance warning, also provide mutliple review 
cycles for changes that have significant impact (e.g. controls baseline). Also let vendors know 
disposition of comments (e.g. treat like Q&A). 
CSP SIG expressed that PMO should publicly clarify what the ConMon requirements are so that it is 
the same for Agency and JAB. CSP SIG stated that the ConMon strategy and guide was not enough to 
get to the “do once, use many times” framework when it came to ConMon. Much discussion about 
level of effort for agency ATOs and ConMon being requested differently from each agency. 
Outcome: PMO will release POA&M template and ConMon Analysis Exec Summary for public 
comment and make mandatory templates for agencies and JAB (currently only mandatory templates 
for JAB). 

 
Increasing Program Efficiencies 

Much of the discussion focused on theme #2 described above. Also delved in to a discussion around 
how could the Federal government offload risk based decisions to 3rd parties like SIG was requesting. 
PMO detailed how 3PAOs are accredited - simply for independence, quality management, and simple 
FISMA test with cloud. No accreditation has occurred for a risk based decision making, or looking at 
the requirements from a government perspective - example was given of a public SaaS - the 3PAO 
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would go in and make sure the CSP meets the requirements as stated, but would that be sufficient to 
Federal agencies when you have a public environment with potentially other nation states and 
industry in the same environment? 3PAOs are not accredited to think about the requirements in that 
manner. 
Outcome: Asked CSP SIG to go back and look at the 3PAO requirements and see if there’s an evolution 
of the requirements that need to be made. 
Discussion then focused around how to evolve the ConMon requirements. Taking in to consideration 
the latest idea - but how can we lessen the burden and rely on proven processes. SOC was identified 
as something of a model where period of performance is looked at rather than just a period of time. 
Idea was formulated around a maturity model of ConMon where vendors have to prove the are 
effectively operating a ConMon program and then oversight could gradually be decreased.  
Outcome: PMO will be re-working ConMon periodicity reporting - will definitely be put out for public 
comment - will work to incorporate a maturity model approach within the ConMon. 

 
Realizing the Benefits of the Baseline Controls 

PMO opened by asking two questions: (1) Was first recommendation to remove DOD from the JAB if 
providers didn’t want to have DOD? No direct answer. (2) Other than CMS and DISA, PMO does not 
know of agencies adding additional requirements above the baseline - was the SIG seeing a problem 
across the government in seeing additional requirements? Again, no direct answer but conversation 
then devolved in to SIG wanting to understand exactly why additional controls were needed when 
many agencies see the original NIST baseline as sufficient - even for cloud. PMO then discussed 
original decision for baseline was to address cloud, but also overwhelming feedback from industry 
when creating FedRAMP was for there to not be a plethora of delta requirements - the “do once, use 
many times” idea - which led to a baseline that is above what many agencies might require. However, 
it should satisfy 80-90% of (civilian) agencies so that the assessments can be done once and re-used as 
many times as possible. 

 
Providing Flexible Alternatives to MAX Repository 

Discussed willingness of PMO to be flexible within MAX - even working with two of the providers re: 
DRM solution use prior to PMO getting in place with OMB MAX. Discussed why MAX was used and 
concerns about providers holding documentation (how are they controlling access, are they changing 
documents or removing them without notice, etc.). 
Outcome: PMO was open to suggestions, but it was really more something that SIG needs to come to 
the table with concrete suggestions as OMB MAX currently works for the PMO and partner agencies to 
use. 

 
Scan Findings 
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PMO stated they were unclear as to how this was not being done currently and asked for direct 
reference to where NIST says scan tool findings are not recommended to be used. Discussion also 
focused on needing something to gauge the risk posture of a system - but that scan tools were not 
mandatory - one vendor does not do scan tools that has been authorized by the JAB - discussed intent 
of scanning was to demonstrate that a vendor can fully identify vulnerabilities within their 
environment, fix those vulnerabilities, and demonstrate that. However they have alternative 
approaches, if it satisfies that need, then it can be an acceptable alternative (related to theme #2 
identified above). 
Discussion around low findings resulted in JAB and PMO saying they would go back and review the 
need for these - but that PMO was unclear how lows were truly burdensome to follow (e.g. most 
vendors have less than 40 reported at any given time). 

 
Incident Reporting 

Not much discussion. PMO asked for CSP SIG to review recommendation and provide more evidence 
about what was unclear. 

 
Significant Change 

Not much discussion again. Related to theme #2 above, and also asked CSP SIG to go back and review 
recommendation. As CSPs get to define their normal change management through the Configuration 
Management Plan approved with their authorization. But all other changes are done through the 
significant change impact analysis - unclear as to how that was not flexible enough. 

 
Providing FedRAMP Standards Templates 

Discussion was focused on how at the end of the day, an authorization is based on documentation. 
While FedRAMP strives to be a RMF as much as possible, there’s always an element of compliance 
that will come in to play. So there always will need to be standard templates in order to create that 
framework for RMF and compliance - but that vendors can use other tools that meet the 
requirements. In fact, two automated tools do meet the requirements and have been demonstrated 
to FedRAMP. 
Outcome: FedRAMP PMO will release for public comment a document that details requirements for 
automated tools that meet FedRAMP requirements (essentially, automated tools that can populate 
the templates) 
 

PMO Requests 
PMO brought up request to discuss how JAB could continue prioritization post-authorization. e.g. if 
vendor goes through JAB but doesn’t realize governmentwide footprint,  how does JAB then de-
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prioritize for agencies to do ConMon and JAB take on CSPs that truly meet mission of JAB. No 
decisions, but agreed to discuss at follow on meeting. 
 

Conclusion 
 
Discussion went very well. Collaborative and both sides seemed to understand each other’s viewpoints better. 
Decided to have regular cadence of meetings roughly once a month as SIG noted there were additional items 
they wished to discuss on a regular basis. 
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Agenda  

1. Introductions  

 

2. Review E-Gov program projected FY14 milestones and status  

 

3. Review E-Gov program use cases 

 

4. Review E-Gov digital analytics 

 

5. Review MyUSA  

 

6. Review Historical E-Gov Initiatives 

 

7. Review E-Gov portfolio status of funds  

 

8. FY15 potential new digital services projects 

 

9. Review FedRAMP 
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E-Gov Portfolio Milestones & Status (As of June, 2014)  

Program Health FY14 Projected Milestones Program Status 

FedRAMP 

-Concurrent processing up to 20 Cloud Service 

Providers & grant 15 Provisional ATOs  

-Transition to NIST 800-53 R4 

-Finalize privatization of 3PAO accreditation body 

-Implement automated continuous monitoring & 

OMB MAX Digital Rights Management solutions 

-Training & Outreach   

Full Operating Capability (FOC) 

- 12 cloud services with Provisional ATOs 

-  3 cloud services authorized by agencies 

-  14 cloud services in process for P-ATO 

-  10 cloud services in process for agency ATO 

-  8 cloud services in queue & awaiting kick-off 

-  27 3PAOs accredited 

- 160 identified instances of agency cloud 

implementations using authorized CSPs 

-$250K average per authorization x 160 cloud 

implementations = $40M savings 

-Significant gap in agency compliance with June 2014 

deadline 

FFATA/FSRS 
-Operations and maintenance of program 

-Contract re-compete 

FAS IAE has budgeted for FSRS in FY15 and will plan to  

fund in future years. Therefore, no E-Gov Funding will be 

required in FY15 for FSRS.  

Performance 

Dashboards 

-Roll Out updated Performance.gov website with 

new data and enhanced navigational capabilities  

-Expanding Government wide data warehouse 

capability so performance data can be used with 

other data sources in the future 

-Establishing data marts, business rules, 

visualization tools  

The D2D team is working with OCSIT to finalize the 

infrastructure configuration and plans for the 

platform.  The planned deployment of D2D release into 

Staging is schedule for the end of June. The team is 

actively working with the OCIO Security Team on the 

D2D C&A and ATO processes.  The Production release 

deployment is planned for September 2014.  Program is 

Yellow due to having a vacancy for dedicated project 

management support.  The OCIO is actively recruiting 

dedicated support for this project.    

Data.gov 

-Deploy new CMS on Amazon AWS, live streams 

and publish modular code 

-Open Data Policy : Configuration management 

and governance of core schema and improved 

feedback and communications channels 

-President’s Management Agenda : Support all 

Open Data initiatives in Management Agenda  

-Catalog.Data.gov: harvest Data.JSON files 

On track with harvesting of agency enterprise data 

inventories, 85% of CFO-ACT agencies are being 

harvested. Continuing open development on GitHub for 

new features with monthly releases (Version 2.5 in May 

2014). Providing metrics to agencies. 
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E-Gov Portfolio Milestones & Status (As of June, 2014)  

Program Health FY14 Projected Milestones Program Status 

Digital 

Gov 

-Digital Analytics Program (DAP). Around 3000 sites measured. 

Quarterly reporting to OMB.  

-Develop government wide customer experience tool based on 

HHS code & delivering API 

-Program support for digital communities, wiki and best practices 

documentation. Launch digitalgov.gov 

-Ongoing development and hosting of government wide 

microtasking platform. Pilot completed. Phase Two started. 

-Common CMS Platform (sites.usa.gov). 8 live sites. 10 in 

development. 

-Open Content & API Support. Two content models complete and 

available on GitHub.  

On track; continuing to build on the 

services called for in the Digital 

Strategy. 

 

CIO VanRoekel at CIO Council 

Meeting on May 28, 2014  approved 

sharing DAP data across agencies. 

Developing implementation plan. Will 

require OMB outreach to CIOs and 

agencies to communicate change.  

 

Procurement for CX tool in progress. 

Challenge 

.gov 2.0 

/Ideation 

Platform 

-Short term: Platform for ideation challenges built on GSA’s 

WordPress offering sites.usa.gov. Some agencies may need tech 

support. 

-Medium term: Market research to determine need and 

capabilities  for permanent ideation platform. Will include 

developing requirements, and analyzing each alternative against 

those requirements and determining approach for FY15 

development.  

-Long term: If needed, build Challenge.gov 2.0. The front end will 

pull in federal challenge and prize competitions from best in breed 

platforms.  

Short-term ideation platform solution 

completed two challenges, including 

GSA Performance Improvement 

Council (PIC) and White House Office 

of Asian and Pacific Islanders, more 

planned to launch later this year.  

 

FCCX 

-Award CSP contract. 

-Integrate CSPs with broker. 

-Recruit additional participating agencies.  

-Onboard agency applications. 

Release of CSP contract scheduled 

for release June 27 or so.  Integration 

will begin upon award.  Recruitment – 

VA – LOA1 and 4 initial integration 

July; LOA 3 in Sep; USDA LOA 2 late 

April; LOA 2 Sep.  Discussions on-

going with SSA, RRB, DoED, State, 

EPA and OPM. 
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E-Gov Portfolio Selected Use Cases (As of June, 2014)  

Program Use Cases 

Data.gov 

Data.gov provides descriptions (metadata) of the federal datasets, information about how to access the data, 

and tools that help people use government datasets. The catalog is constantly growing and features a 

collection of more than 91,000 datasets, and nearly 300 federal APIs. The data.gov catalog is now 

automatically harvesting data inventories of 22 of the 24 cabinet level federal agencies, making it the 

comprehensive, always up-to-date source for federal agency data, in support of the Open Data Policy and 

the President’s Executive Order on making federal data open and machine-readable. 

 

The Impact section of data.gov released in April highlights dozens of companies that are household names, 

such as Zillow and Kayak, that use government data to provide services to their customers, improve 

consumer choices, and create jobs. The Impact page provides up-to-date, real life examples of how opening 

government data creates economic value and helps consumers. 

Digital 

Government  

 

Sites.usa.gov offers agencies a secure, hosted, no cost WordPress Content Management System 

(CMS).  This saves each agency the cost of standing up and securing their own CMS, which would likely be 

a minimum of $250-300K, assuming use of an open source tool such as WordPress, or around $400-500K if 

licensing a commercial CMS.  Sites.usa.gov has 11 customers as follows: 

isdc.sites.usa.gov (Interagency Suspension and Debarment Committee),  

www.ecpic.gov 

supportthevoter.gov,  

epacitc2013.sites.usa.gov (EPA Community Involvement Training Conference),  

acde.dodea.edu (Advisory Council on Dependent Education, DoD Education Association), 

challenge.sites.usa.gov,  

http://fedstats.sites.usa.gov/ (Census),  

http://fcsm.sites.usa.gov/ (Census),  

http://www.christophercolumbusfoundation.gov/ (Christopher Columbus Fellowship Foundation), 

http://eliminatechildabusefatalities.sites.usa.gov/ (Commission to Eliminate Child Abuse and Neglect 

Fatalities)  

Google Analytics is currently being used by over 3,100 sites as of May 2014.  There are 31 agencies are 

participating in DAP including all of the CFO Act agencies with 1,150 agency users.  There are over 1.15 

billion hits per month.  
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E-Gov Portfolio Selected Use Cases (As of June, 2014)  

Program Use Cases 

Challenge.gov/

Ideation 

Platform 

Since the launch of the Challenge.gov ideation platform in March, two ideation challenges have 

been run on the site, and many others are being planned for release in coming weeks and 

months.  They are the GSA Performance Improvement Council (PIC) and the White House 

initiative on Asian Americans and Pacific Islanders.  We are assessing the MVP to determine the 

next release of features to improve the product.  Challenge.gov continues to host a list of app 

challenges being run across government.   
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Historical E-Gov Initiatives: Costs & Transition Plans 
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Historical E-Gov Initiative Transferred To: Status 

Recalls Mobile  Retired 
Unable to secure commitment from CPSC. Given the lack of funding, site 

taken offline.  Removed from Droid and Apple stores.  

AmericanJobsCenter 
Department of 

Labor  

Being migrated to sites.usa.gov by July 2014, which will initially absorb 

hosting costs. The content owner will be Department of Labor. 

Partner4Solutions OMB 
Has been migrated to sites.usa.gov. The content owner is OMB within the 

Partnership Fund for Program Integrity Innovation.  

PaymentAccuracy OMB/OFFM 

IAA signed through Sept 2014 is signed. OFFM is exploring other technical 

and hosting options including sites.usa.gov. The content owner will be OMB 

with the Office of Federal Financial Management.  

Cloud.cio.gov TBA 

Currently evaluating the feasibility of migrating cloud.cio.gov to 

the sites.usa.gov platform or cio.gov. The evaluation and recommendation 

will be completed in July. The content owner will be FedRAMP.  

MyUSA GSA OCSIT/18F 
18F is assuming responsibility and further developing MyUSA.  

USA Spending 
Department of 

Treasury 

Treasury will fund the remaining FY14 balance (IPAC is complete). PMO 

day to day management should be with Treasury by the end of FY. 

GSA/IAE contract will be used until they can stand up their own solution. 

USA Spending will not use any E-Gov carryover in FY14.  

FSRS/FFATA  GSA FAS IAE 
Was funded in FY14 but will not need any FY15 funding. FAS IAE will cover 

the full cost of FSRS in FY15 and any future years.  
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FY15 Potential New Digital Services Projects 

~$7.8M of Federal Citizen Services Fund in President’s Request 

 

 Establish Usability Center of Excellence (for web and mobile) - expand DigitalGov 

Usability program to provide central resource for web/mobile usability, including best 

practices, training and testing.   

 

 Reusable content templates - expand current efforts, leveraging existing work being 

done under Digital Service Innovation Center and 18F 

 

 Automate and expand Open Opportunities program, leveraging 18F Midas innovation 

toolkit 

 

 Location-based citizen information service/MyUSA application - would integrate with 

usa.gov and popular social media platforms with locations services.  

 

 DHS Carwash - mobile app testing program currently being developed by DHS  

  

 Forms - automate finding, filling and submitting forms (focus may be on forms 

content, rather than the actual forms)  

 

 FOIA - partner with DOJ to automate and enhance FOIA process to enable better 

discovery and reuse of frequently requested info; leverage/drive open content/data to 

reduce FOIA requests (moved to 18F) 
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E-Government Portfolio Oversight 

Board (E-POB) OMB/GSA MeetingE-

Gov Portfolio 

 

 

September 25th, 2014 

 

 

 

General Services 

Administration 

1 



NOT FOR DISTRIBUTION 

Agenda  

 

1. Introductions  

 

2. E-Gov Portfolio Status of Funds  

 

3. E-Gov FY15 Request 

 

4. E-Gov FY16 Request 

 

5. E-Gov End of Year Updates 

 

6. E-Gov Program FY15 Projected Milestones and Estimated Costs 

 

7. Program Review of Performance Dashboards  
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E-Government Portfolio Oversight 

Board (E-POB) OMB/GSA Meeting 

E-Gov Portfolio 

 

 

March 26, 2014 

 

 

General Services 

Administration 
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Agenda  

1. Introductions  

 

2. Review E-Gov program projected FY14 milestones and status  

 

3. Review E-Gov portfolio status of funds  

 

4. FY14 New Priorities Discussion  

 

5. FY 14 & FY15 Proposed Budget Allocations  

 

6. Review transfer status of Historical E-Gov Programs 

 Recalls.gov 

 Paymentaccuracy.gov 

 Partners4solutions.gov 

 Americanjobcenter.gov 

 Cloud.cio.gov 

 USASpending 

 MyUSA 

 

7. Review agenda for next meetings 
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E-Gov Portfolio Milestones & Status (As of March, 2014)  

Program Health FY14 Projected Milestones Program Status 

FedRAMP 

-Concurrent processing up to 20 Cloud Service 

Providers & grant 15 Provisional ATOs  

-Transition to NIST 800-53 R4 

-Finalize privatization of 3PAO accreditation body 

-Implement automated continuous monitoring & 

OMB MAX Digital Rights Management solutions 

-Training & Outreach   

Full Operating Capability (FOC) 

- 11 Provisional ATOs  

- 3 Agency ATOs  

- 12 known ATO leverages 

-28 3PAOs accredited 

-160 identified instances of agency cloud 

implementations using authorized CSPs 

-$250K average per authorization * 160 

cloud implementations = $40M savings 

-Significant gap in agency compliance 

with June 2014 deadline  

FFATA/FSRS 
-Operations and maintenance of program 

-Contract re-compete 

Re-compete in progress. New contract to 

be awarded in June/July.  

Performance 

Dashboards 

-Roll Out updated Performance.gov website with 

new data and enhanced navigational capabilities  

-Expanding Government wide data warehouse 

capability so performance data can be used with 

other data sources in the future 

-Establishing data marts, business rules, 

visualization tools  

The new Performance.gov site and 

content were released on March 10. The 

team is updating the workflow engine 

component of the data collection/CMS 

tool that is used by 24 Agencies. 

Data.gov 

-Next.Data.gov : Deploy new CMS on Amazon 

AWS, live streams and publish modular code 

-Open Data Policy : Configuration management and 

governance of core schema and improved feedback 

and communications channels 

-President’s Management Agenda : Support all 

Open Data initiatives in Management Agenda  

-Catalog.Data.gov: harvest Data.JSON files 

On track with harvesting of agency 

enterprise data inventories. Continuing 

open development on GitHub for new 

features. Launched Climate Community. 
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E-Gov Portfolio Milestones & Status (As of March, 2014)  
Program Health FY14 Projected Milestones Program Status 

Digital 

Gov 

-Digital Analytics Program (DAP). Around 3000 sites measured. 

Quarterly reporting to OMB.  

-Develop government wide customer experience tool based on HHS 

code & delivering API 

-Program support for digital communities, wiki and best practices 

documentation. Launch digitalgov.gov 

-Ongoing development and hosting of government wide microtasking 

platform. Pilot completed. Phase Two started. 

-Common CMS Platform (sites.usa.gov). 8 live sites. 10 in 

development. 

-Open Content & API Support. Two content models complete and 

available on GitHub.  

On track; continuing to build 

on the services called for in 

the Digital Strategy. 

 

Digital.gov went live in Feb. 

Consolidated platform for 

digital gov content.   

Challenge 

.gov 2.0 

/Ideation 

Platform 

-Short term – Platform for ideation challenges built on GSA’s 

WordPress offering – sites.usa.gov. Some agencies may need tech 

support.  

-Medium term – Market research to determine need and 

capabilities  for permanent ideation platform. Will include developing 

requirements, and analyzing each alternative against those 

requirements and determining approach for FY15 development.  

-Long term –  If needed, build Challenge.gov 2.0. The front end will pull 

in federal challenge and prize competitions from best in breed 

platforms.  

On track: Short-term ideation 

platform solution is live in 

beta with one agency 

customer and two others 

poised to launch.  Plan 

drafted for research and 

determining options for next 

steps. 

FCCX 

-Award CSP contract. 

-Integrate CSPs with broker. 

-Recruit additional participating agencies.  

-Onboard agency applications. 

CSP acquisition delayed by 

lack of compliance with 

FICAM requirement.  Working 

toward RFQ re-issue; VA - 

initial integration late March; 

USDA late April; NIST and 

GSA TBD.  Discussions on-

going with SSA, RRB, DoED, 

State, EPA and OPM 
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FY14/15 Potential New Initiatives  

 

 Scale and expand current web usability program to establish 

Center of Excellence 

 

Expand access to and use of web/mobile web usability 

best practices, training and testing 

 

 Digital content templates – improve reuse, flexibility, and 

consistency of federal websites and service delivery 

 

 DHS Mobile Application Carwash  - exploring partnership with 

DHS.  Meeting scheduled for 4/7 
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Questions? 

12 





(b) (5)



(b) (5)



(b) (5)



(b) (5)



NOT FOR DISTRIBUTION 

E-Government Portfolio Oversight 

Board (E-POB) OMB/GSA Meeting 

E-Gov Portfolio 

 

 

September 27, 2013 

 

General Services 

Administration 
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Agenda  

1. Introductions [5 min] 

 

2. Review E-Gov portfolio status of funds and program status [5 min] 

 

3. E-Gov Fund Historical Analysis [5 min] 

 

4. Selection Criteria and FY14/FY15 GSA E-Gov Budget Prioritization [10 min] 

 

5. FY14 & FY15 Milestones by Program/Project [85 min] 

 FedRAMP 

 FCCX 

 Innovation Platform 

 USASpending 

 FFATA 

 Performance Dashboards 

 Data.gov 

 MyUSA 

 Challenge/Ideation Platform 

 Digital Government 

 

6. Review proposed EPOB Charter [5 min] – Recommend charter for approval  

 

7. Review agenda for next meetings [5 min] 

2 



NOT FOR DISTRIBUTION 

E-Gov Portfolio Status (As of Sept, 2013)  

3 

Program 
Program 

Health 
Status 

FedRAMP 
On track; transitioning from Initial Operating Capability (IOC) to Full Operating Capability 

(FOC). Resources required to meet increasing demand.  

FCCX 
On track; USPS awarded technical solution contract to Secure Key; defining short and 

long term business model to address IDP  contracting and billing.  

Innovation Platform On hold pending FY14 Funding. 

MyUSA 

On track; four Presidential Innovation Fellows (PIFs) on board to develop 

MyUSA.  Policy work underway, two sites piloting Discovery Bar, and technical 

development in progress. 

Challenge.gov 2.0 /Ideation Platform 
Market research for short term ideation solution completed, analyzed survey results from 

challenge community, and working on acquisition plan for long term Challenge.gov 2.0.  

Digital Government (Mobile, DAP) On track; continuing to build on the services called for in the Digital Strategy. 

Data.gov 
On track with launch of Next.Data.gov and catalog federation. 

Additional funding approved.   

Performance.gov 
Working with OMB on Feb 2014 release package. Updated data collection tool to 

include requirements due in Sept from 24 Agencies. 

USASpending 

Funding in FY14 is zero. Treasury has requested transfer be delayed at least until FY15; 

however, there is no confirmed schedule for the migration. Requesting funding in FY14 

from Treasury and may need funding in FY15 

FFATA  Sub-Awards/FSRS (for Grants) Additional funding requested for FY14/15  
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Overview of E-POB Charter 

• Purpose - This charter establishes the OMB/GSA E-Government Portfolio Oversight Board 

(E-POB) and prescribes responsibilities for decision-making for E-Government (E-Gov) 

technology projects funded through the GSA E-Gov appropriation. 

 

• Scope - The E-POB will provide recommendations to the Federal Chief Information Officer 

regarding; approval, disapproval, or modification of funding of E-Gov projects, corrective 

action, project terminations, cost or schedule criteria, migration paths, and approval of 

funding and strategy for transitioning pilot projects to ongoing operational status. 

 

• Roles and Responsibilities  

Voting Board Members - The E-POB Board is co-chaired by the Deputy Administrator for E-

Gov and Information Technology, OMB, and the Associate Administrator of 

GSA/OCSIT. Three representatives from the CIO Council will constitute the remaining 

Board membership. In lieu of three CIO Council members, the CIO Council Vice-Chair 

may serve as the Council’s representative.  

 

E-POB Participants – Participants include GSA E-Gov Portfolio Management Officer, OMB 

E-Gov Office Portfolio Management Officer, OMB General Government Resource 

Management Officer, E-Gov Program Managers.   

 

• Rules and Procedures - GSA will provide administrative and executive secretariat support 

to the E-POB.  It will be responsible for creating an operations plan in support of the co-

chairs to determine meeting frequency, duration along with establishing the criteria for 

project selection, control, and retirement/migration.  
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Questions? 



NOT FOR DISTRIBUTION 

Appendix - Definitions 

 Carryover – Fund balance carried over from previous fiscal years 

 

 Commitment - An administrative reservation of allotted funds, or of other funds, in 

anticipation of their obligation  

 

 Obligation - A definite commitment that creates a legal liability of the government for 

the payment of goods and services ordered or received 

 

 Planned Obligation – Program/initiative planned commitment 

 

 

 

 

25 





IaaS BPA Security Authorization Process 
Summary of Risks 

11/15/2011 

6/20/2018 1 

(b) (4)



IaaS BPA Security Authorization Process 
Summary of Risks 

6/20/2018 2 

(b) (4)







IaaS BPA Security Authorization Process 

6/20/2018 5 

(b) (4)



IaaS BPA Security Authorization Process 
Summary of Risks 

6/20/2018 6 

(b) (4)




























































































































































